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Abstract:-All the companies are nowadays migrating their 

applications towards cloud environment, because of the huge 

reduce in the overall investment and greatest flexibility provided 

by the cloud. The Cloud provides the larger volume of space for 

the storage and different set of services for all kind of 

applications to the cloud customers. There is not much  delay and  

major changes required at the client level. The large amount of 

user data and application results stored on the cloud 

environment, will automatically make the data analysis and 

prediction process very difficult on the different clusters of cloud. 

It is always difficult to process, whenever a user required to 

analyze the data stored on the cloud as well as frequently used 

service by other cloud customers for the same set of query on the 

cloud environment.The existing data mining techniques are 

insufficient to analyze those huge data volumes and identify the 

frequent services accessed by the cloud users. In this proposed 

scheme we are trying to provide an optimized data and service 

analysis model based on Map-Reduce algorithm along with 

BigData analytics techniques. Cloud services provider can 

Maintain the log for the frequent services from the past. The 

service history analysis on multiple clusters to predict the 

frequent service. Through this analysis cloud service provider 

can recommend the frequent services used by the other cloud 

customers for the same query. This scheme automatically 

increases the number of customers on the particular cloud 

environment and effectively analyze the data which is stored on 

the cloud storage. 

 

Keywords— Cloud, Cloud-Storage, BigData, Map-Reduce, 

Clusters. 

 

I. Introduction  to Cloud Computing 
Cloud computing, a new internet-based technology, 

has been widely envisioned as the most promising 

technology of IT enterprise.  It manages and schedules   

the   computing   resources   through network,   and   

constitutes   a   large   computing resources pool which can 

provide service to users on their demand. The network is 

called “cloud”.   
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Resources in cloud  can be extended unlimitedly, got 

anytime, used on-demand and paid according to apply. This 

feature is often called using IT service as water or 

electricity.s It is a distributed processing, parallel 

processing  and Grid Computing development. Together 

with this new technology, lots of business models which can be  

of “X as a service (Xaas)” where X could be infrastructure, 

platform, software  etc [1]. The most representative 

commercial cloud platforms are  Amazon Elastic  Compute  

Cloud (EC2) and Amazon Simple Storage System [2], 

Google App Engine [3], and Microsoft Azure[4]. All of these 

service providers have achieved great success in business.  

The increasing network bandwidth and reliable   yet   

flexible   network connections make it even possible that 

users can now subscribe high quality services from data and 

software that reside solely on remote data centers.  

cIn Cloud Computing Environment storage as a service is 
the one of the major services provided by the cloud. The  
processed data and applications of users,  can be stored and  
maintained by the third party cloud service provider in the 
virtualized pools on the data centers. User needs to pay for the 
storage capacity which is consumed from the service provider. 
Users are provided an option to store the data on-premise or 
off-premise based on their data security concern. However 
cloud service provider can virtualized the resources depending 
on the user requirement of the storage on cloud.     

A. Cloud Data Maintenance 
User data stored on the cloud environment are divided in to 

number of chunks each chunks will be stored in the different 

cluster of different server on the cloud environment. Unique id 

will be provided for the data for the identity of the user. Based 

on the unique id the data can be distributed and maintained 

geographically in the different servers in different locations. 

Cloud storage is built on the network computing 

environment. There are many benefits to move data into the 

cloud. For example, users do not have to care about the 

complexities of direct hardware management. But as users 

store their data in the cloud, data security is of concern. 

Data  analysis performed on the individual consumer and 

Identify the  interest of the  users by the Cloud Service provider 

on the data which stored on the Cloud storage. 

II.  Problem Statement 
It consists of three different network entities which are 

users, cloud service provider and third party auditor [2]. 

Users are active participants. They have data to be stored in 
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the cloud and rely on the cloud for data maintenance and 

computation. Both individual consumers and organizations can 

be the users.  Cloud service provider has significant storage   

space   and   computation   resources  to maintain the users‟ 

data. It also has expertise in building and managing 

distributed cloud storage servers and the ability to own and 

operate live cloud computing systems. The cloud service 

provider unable to predict the customer expectation and 

interest on the specific resources. Users who store their large 

data files in the cloud storage servers can be relieved the 

burden of storage and computation [3]. 

A. Existing work 
Data mining Techniques is less accurate of data analysis 

because of huge number of clusters used to store data on the 

cloud environment. Insufficient techniques are used for the 

frequent services analysis. Classical database management 

systems are insufficient to manage the huge volume of data 

from the cloud customers. 

Social media, medical, computer, and other data set have 

been growing tremendously. Data flow cannot be handled 

properly and the prediction with the existing relational 

database and other mining techniques are insufficient. 

B. Prior Related work 
Traditional Data mining Techniques are insufficient to 

analysis the continuous grow of data from the flow of stream 

from the multiple data collection. Hadoop Acceleration in an 

Open Flow-Based Cluster model can analyze the open flow of 

data from the different sources. It provide the advantage for 

the single node cluster model but inefficient for the multiple 

node clusters.[8]. As per Kanthaka, Big Data Caller Detail 

Record (CDR) Analyzer for Near Real Time Telecom 

Promotions is used as a key technique to provide the effective 

data analysis for the cloud frequent service to improve the 

competitive market among the number of cloud service 

providers. 

The data collection and analysis can provide the better 

performance comparatively from the previous technique [9]. 

The data Storage and access control on the cloud database 

is effectively done by the Ensuring Data Storage Security in 

Cloud Computing by Cong Wang, Qian Wang and achieved 

data security among the number of clusters used to store the 

cloud user data.[3] 

C. Proposed Scheme 
Map-Reduce algorithm analyzes the different cloud 

clusters and recommends the client for the frequent set of 

services used by the other users for the similar type of task. 

This will reduce the complexity and ambiguity of user to 

analyze the services provided by the cloud. 

Instead of analyzing the different set of services on the 

cloud, user can directly select the suitable service from the 

provided option based on the recommended services by the 

cloud using frequent services used by other users. 

It reduces the overall time required by the user to analyze 

the data and services on the cloud environment, and 

effectively user can retrieve and identify the data from the 

cloud storage environment. It provides sufficient knowledge to 

the user on the required services. This proposed scheme 

reduces the overall investment of the customer by selecting the 

optimized service from the cloud. It will also increase the 

profit of the Cloud Service provider and they can effectively 

compete with other Service providers. 

III.  Proposed Algorithm 

The Map and Reduce functions of MapReduce are both 

defined with respect to data structured in (key, value) pairs. 

Map  Reduce function have a pair of data with a type in one 

data in one particular area. It returns a list of pairs in a 

different domain: 

Map(k1,v1) → list(k2,v2) 

The Map function is applied parallel to every pair in the 

input dataset. This produces a list of pairs for each iteration. 

After that, the Map Reduce framework collects all pairs with 

the same set of keys from all lists and groups them together, 

creating one group for each key. The Reduce function is 

applied to the set of keys returned by the map function earlier. 

Each group, which in turn produces a collection of values in 

the same domain: 

Reduce(k2, list (v2)) → list(v3) 

Each Reduce call typically produces either one value v3 or an 

empty return, The returned values of all iterations are collected 

as the desired result list. 

Thus the Map Reduce framework transforms a list of 

(key, value) pairs into a list of values. This behavior is 

different from the typical functional programming map and 

reduce combination, which accepts a list of arbitrary values 

and returns one single value that combines all the values 

returned by map. 

 Map Reduce function for Identifying the repeated 

number of Cloud services among the multiple cloud clusters: 

function map(String name, String document): 

  // name: cluster name 

  // document: cloud document contents 

  for each service s in document: 

    emit (s, 1) 

function reduce(String word, Iterator partialCounts): 

  // service: a frequent service 

  // partialCounts: a list of aggregated partial counts 

  sum = 0 

  for each pc in partialCounts: 

    sum += ParseInt(pc) 

  emit (service, sum) 
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3.1.Map Reduce Function 

        Estimated relative frequencies from the number of counts 

of the frequent services can be identified from the map-reduce 

function. Using this knowledge the cloud service provider can   

offer multiple numbers of services from the cloud environment 

based on the interest of different customers for the same set of 

services. 

                                                                                                (1)     

      (1)                                           (1) 

 

 

Using the above equation the relative frequency of the frequent 

service can be identified from the different data set items. 

A. Big Data Analytics 

Map Reduce framework is partitioned in to six phases to 

process the given data set to find the frequent item set from the 

multiple clusters [5]. 

1) Input reader  

The input reader divides the cloud user document input 

into appropriate size into either 16 MB to 128 MB and the 

framework assigns one split to each Map function. The input 

reader reads data from cloud storage system and generates 

key/value pairs. 

2) Partition function  

    Each Map function output is allocated to a particular 

reducer by the application's partition function for sharing 

purposes. The partition function is given the key and the 

number of reducers and returns the index of the desired 

reduce. 

   A typical default is to hash the key and use the hash value 

modulo the number of reducers. It is important to pick a 

partition function that gives an approximately uniform 

distribution of data per shared for load-balancing purposes, 

otherwise the Map Reduce operation can be held up waiting 

for slow reducers (reducers assigned more than their share of 

data) to finish. 

 Between the map and reduce stages, the data is shuffled in 

order to move the data from the map node that produced it,  to 

the shard in which it will be reduced.  

Comparison function  

The input for each Reduce is pulled from the machine where 

the Map ran and sorted using the application's comparison 

function. 

3) Reduce function  

The framework calls the application's Reduce function once 

for each unique key in the sorted order. The Reduce can iterate 

through the values that are associated with that key and 

produce zero or more outputs. 

4) Output writer  

The Output Writer writes the output of the Reduce to the 

cloud storage in the cloud cluster . 
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Figure 3.2 Proposed Architecture 

B. Definition and notation 

  Each user is allocated a session key and the signature 

which are necessary for the cloud access control. Bilinear 
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Diffie-Hellman protocol is used to exchange these keys and 

signatures between users and cloud service provider.  

 
TABLE A. DESCRIPTION OF NOTATION 

S.NO 
Notations Used and Definitions 

Notation 
Explanation 

 

1. CUID Customer Identity 

2. SID Server Identity 

3. SK 
Session Key 

Identity 

4. SGID Signature Identity 

5. QY Request Query 

6. PWD Password 

 

  For each data file, users add a message header before 

sending it to cloud. RSA is used to encrypt the data packet with 

the allocated keys[2].  

 In cloud service provider, there are very small number of 

servers which are responsible for keeping the whole access keys 

called trustful organization‟s servers. They are maintained by a 

trustful organization and cloud service   provider   and   users   

cannot   get   any authentication information from them 

without a Specific Authentication module. All of the cloud 

storage servers have the specific Authentication module. It is 

used to authenticate the users. Also it has the ability to 

assign and update keys for the users. Each authentication 

module can communicate with each other and the trustful 

organization‟s servers[3]. Figure 3.2 gives the description of 

notation to be used in the scheme . 

IV.   Scheme Description 
The interoperation between the users and the cloud storage 

servers in the proposed scheme are designed as follows.  

System Setup In this operation, user sends a request to any 

one cloud storage server for the purpose to get the service 

from cloud. A Cloud Server checks the requested Query(QY) 

and Verification protocol gets the request and creates a pair of  

SK and PWD and a SID for the user uniquely. Then it sends 

QY,SK, PWD and SID of itself back to the user. Also it will 

store the requested Query in the Log management system to 

tracing the frequent services in the future. Now the request 

will be given to the Map-Reduce function to analyze the 

frequency of user using the services for the same set of 

Query. Through Bigdata analytics techniques the cloud 

server can identify the frequent service and recommend to 

the user for the feasible options [1] . 

New Signature Creation before Login into Server:   

The signature Creation of user deals with the following two 

steps:1)Create new self signature with the given session key and 

make the cryptographic digital signature with hash function .  

2)Frequent set of service identification from the map reduce 

function  

3)Recommend the user for the same set of services Encrypt the 

Signature and Session key ( include H-x) with CUID. Then send 

the generated new Signature. The cloud storage server firstly 

checks up the H-x of the Signature and picks up the SID 

information. Then it searches the SID both in its SL and the 

trustful organization‟s servers. If the SID is not found, the server 

will discard the request. To the contrary, it will communicate 

with the SID server with the CUID in order to get the available 

information to the user.[2] 

V. Performance Evaluation and 
Results 

  It is possible to run Hadoop on Amazon Elastic Compute 

Cloud (EC2) and Amazon Simple Storage Service. Amazon 

Elastic MapReduce  using Hadoop cluster run and terminate 

jobs. Data transfer between EC2 and S3 are automated by 

Elastic MapReduce. Apache Hive, which is built on top of 

Hadoop for providing data warehouse services, is also offered 

in Elastic MapReduce. 

 Let us consider the „N‟ number of clusters used in the 

cloud environment, from this multiple clusters all the service 

request and data can be collected and it will be given as a 

input for the map reduce functions for the frequent service set 

identification. Apache Hadoop distributed File System(HDFS) 

provides the scalability and reliability among the clusters in 

the cloud environment. 

Using apache Hadoop various  clusters can be analyzed and 

frequent service set can be identified . 

   Frequent service set    =    Number of repetition of the same   

                                                                service 

                                                          Single Cluster 

Average Frequent 

Cloud Service           =    Frequent Service set 

                             

                                   Total Number of Clusters in the Cloud 

                                       avg  =   9/10 =0.9 for 9 out of 10 user   

                                             using the same service 

 

Frequent service = Average number of users 

  

                               Total number of cloud Database 

 

Suppose, most of the cloud users are interested for server 

machine software windows server 2008; then the cloud service 

provider can offer the winserver2008 for the same set of user 

request from the client. Using frequent data item set identified 

through bigdata map reduce function, cloud server analyzes 

the entire cloud database for the same set of services used by 

other clients. It will recommend to the user for most user 

frequent service and can rapidly increase the number of users 

in the cloud environment. 

C. Result Comparison 
Using apache hadoop karma sphere studio tool in netbeans 

IDE the Map Reduce function frequent item set values are 

tested.  

This will improve the performance for the multiple clusters on 

cloud which can be tested and simulated. 
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Figure.5.1 Frequent Service used in cloud Database 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Figure.5.2 Cloud usage  pcerformance using new technique 

VI.  Conclusions 
 This paper aims to provide an optimized data analysis  

 

 

technique on the cloud storage for  multiple cloud clusters. 

Also proposed scheme is trying to analyze the  trend 

resource by identifying frequent service used by the other 

users using Map-reduce algorithm. Utilizing the new 

scheme will increase the number of cloud users on cloud 

environment and also reduce  the complexity  to find 

frequent services in  cloud computing, In the proposed  

scheme using Map-Reduce algorithm and BigData 

analysis techniques will improve the performance and 

profit of the cloud service provider compared to the 

existing techniques.  
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